
Organizations with a 
z/OS SIEM solution 

in place

• 16% were actively looking at filling z/OS SIEM need
• 31% didn’t have z/OS SIEM solution
• 34% weren’t sure
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SIEM Solution Requirements
(ranked from most to least important)
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Monitoring and auditing logs
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